
PacsAnalyzer and PACStationMgr Considerations When Installed on Win7+ (32/64 bit) OS’s. 

When executing these tools over Ethernet, the PLC module info/fault tables will be collected, but the 

Ethernet section may show no data at all, this is NOT the expected outcome.   

For example, ETM analysis sections shows no Ethernet data collected. 

 

 

 

 

 

 

 



Windows Firewall needs to be configured correctly to allow these tools to collect the Ethernet data from 

the PLC.  Two options are available: 

1. Go into windows control panel and turn Windows Firewall OFF. 

 

 

 

2. If Windows Firewalls cannot be disabled, add these tools to the “Windows Firewall > Allowed 

Programs” list. 

 

 



From the allowed programs list, select “allow another program” 

 

 
 

Select “Browse” and point to where you have these tools installed.  

 

 



When Pacsanalyzer is added to the list, then select Add: 

 

 

This is now added to the allowed list, check the boxes to the right for full access.  

 

 

 



Select “Allow another program” again and add in PacStaMgr exe file.   

End result, both programs added to the allow list. 

 

These tools are now ready to be used on Windows 7 host machine.  

 

3. Run the tool again and now the ETM analysis section should show valid data. 

 

 Here is an example of valid data: 

 

 
 

 

 

 


